
DepsRAG: Towards Agentic Reasoning and 

Planning for Software Dependency Management

Motivation: Software Dependency Reasoning

Reasoning about software dependency is a daunting

task, which requires extensive experience and

accumulated knowledge in different domains. Therefore,

it is challenging to answer the following question.

DepsRAG ArchitectureContribution

We introduce DepsRAG, the first multi-agent, LLM-

based framework for managing and reasoning about

software dependencies.
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Evaluation

Software Dependency Data source: Google Deps.Dev API 

Tasks: We provided DepsRAG with three multi-step tasks (T1-

T3) and manually verified DepsRAG’s final answers. 

LLMs: GPT-4-Turbo & Llama-3

Ablation results show the correctness of the answers with and 
without Agent-Critic interaction

For Chainlit, PyPI, version 1.1.200, which 

packages have the most dependencies relying on 

them (i.e., which nodes have the highest in-degree 

in the graph), and what is the risk associated with 

a vulnerability in those packages?

Sub-Task 1: Construct the Dependency Graph

The packages with the most dependencies relying on 
them in the 'chainlit' version '1.1.200' dependency 

graph are 'typing-extensions', 'anyio', 'opentelemetry-
api', 'deprecated', and 'idna'. Currently, there are no 

reported vulnerabilities, which suggests that the risk 
associated with a vulnerability in these packages is not 
elevated by known issues at this time.

LLM

[SearchAgent] VulnerabilityTool: 
{"package_version": " 4.12.2 ", 

"package_type": "pypi", "package_name": 
"idna"}

Sub-Task 3: Determine Security Vulnerabilities

[AssistantAgent]

QuestionTool: {"question":"What are the top nodes 
with the highest in-degree in the dependency 

graph?","target_agent":"DependencyGraphAgent"}

Sub-Task 2: Determine nodes that have the highest in-degree

[Dependency
GraphAgent]

ConstructKGTool: 
{"package_version":”1.1.200","package_type":"py

pi","package_name":”chainlit"}

[Dependency
GraphAgent]

1- GraphSchemaTool:{}
2- CypherQueryTool:

{"cypher_query": "MATCH (p:Package)<-
[:DEPENDS_ON]-() RETURN p.name AS Package, 

count(*) AS InDegree ORDER BY InDegree DESC 
LIMIT 5"}

[{'Package': 'typing-extensions', 'InDegree': 9}, 
{'Package': 'anyio', 'InDegree': 7}, {'Package': 

'opentelemetry-api', 'InDegree': 6}, {'Package': 
'deprecated', 'InDegree': 4}, {'Package': 'idna', 

'InDegree': 4}]

LLM

LLM

KG is constructed successfully
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[AssistantAgent] QuestionTool: {"question":"Does the package 
'typing-extensions' version ‘4.12.2' in PyPI have 

any known 
vulnerabilities?","target_agent":”SearchAgent"} R
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AgentTool

LLM

ConstructKGTool

CypherQueryTool

RoutingTools

WebSearchTool

VulnerabilityTool

RoutingTools

Inter-agent routing

Intra-agent routing

FeedbackTool

RoutingTools

RoutingTools
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